
Component 4, Unit 2
Self-Assessment 

1. The ____ is a global system of computer networks that communicate using TCP/IP and is a large network made up of many smaller networks.

a. Domain Naming System


b. Internet

c. World Wide Web


d. ARPANET

2.The Internet began because ____.

a. people realized the business potential of having a global communication system


b. scientists needed to be able to share secrets securely


c. the U. S. government wanted to be able to communicate, even in the event of a nuclear attack

d. Stanford researchers sold the design to ICANN, who began selling IP addresses to ISPs.

3. In 1995 it is estimated that ____ people were using the Internet.

a. 16,000,000


b. 1,800,000,000


c. 18,000,000

d. 1,600,000,000

4. The ____ is a collection of interconnected documents and other resources, linked by hyperlinks and URLs.

a. Domain Name System


b. Internet


c. World Wide Web

d. ARPANET

5. From the list provided below, select a valid URL.

a. www.whitehouse.gov


b. www.google/com


c. ww.nih.gov

d. www@nih.gov

6. The WWW was created in ____ by Dr. Tim Berners-Lee and others with the introduction of the Web browser and Web page coding.

a. 1989


b. 1969


c. 1940

d. 1995

7. A(n) ____ is a software program that lets a user use Web server resources over the Internet.

a. Web page


b. URL


c. HTML page

d. browser

8. A browser uses ____ to communicate with Web servers.

a. TCP/IP


b. HTML


c. HTTP

d. coding

9. A Web server sends ____ back to the browser, which translates it for display on a monitor.

a. TCP/IP


b. HTML

c. HTTP

d. header information

10. HTML is a(n) ____.

a. Web page programming language


b. Web page

c. IP addressing scheme

d. Internet protocol used to communicate with Web servers

11. HTTP is a(n) ____.

a. Web page programming language


b. Web page


c. IP addressing scheme

d. Internet protocol used to communicate with Web servers

12. The Internet is owned by ____.

a. Google


b. nobody


c. the US government

d. everybody

13. What is required for a device to communicate over the Internet?

a. An IP address and subnet mask.


b. A Web browser.


c. A Web server.

d. An IP address only.

14. Select a valid IP address and subnet mask from below:

a. 192.168.0 and 255.255.255.0


b. 10.10.10.1 and 255.255.255.224

c. 10.10.10.1 and 255.255.256.0

d. 192.168.0.1 and 255.255.280.0

15. The Domain Naming System maps a(n) ____ to a domain name.

a. Web site name


b. TCP address

c. IP address

d. root server

16. A domain name is a(n) ____ that defines a realm of authority on the Internet, based on the DNS.

a. IP address


b. Web site

c. URL

d. identification label

17. The slowest type of Internet connection is the ____ connection type.

a. satellite

b. dialup

c. DSL

d. Cable

18. The global standard governing wireless technologies is the ____ standard.

a. 802.11


b. 568-A

c. UTE

d. 802.3

19. Home networks usually connect to the Internet through the use of the services provided by a(n) ____.

a. ASP


b. tier

c. national provider

d. ISP

20. A typical home network connecting to the Internet uses ____ IP addressing.

a. only Public


b. only private

c. both public and private

d. HTTP

21. An IP address that that may change when you reboot your cable modem router is referred to as a(n) ____ address.

a. APIPA


b. dynamic

c. static

d. ISP

22. Search engines search ____ using a proprietary algorithm.

a. Google


b. HTTP

c. Web pages

d. root servers

23. A(n) ____ is a set of instructions set out logically to solve a problem.

a. Web crawler


b. HTML coded page

c. Web page

d. algorithm

24. How does a search engine provide you with a result set?

a. Web crawler searches the Web based on your search criteria.


b. Database query to search each Internet Web site.

c. Searches its indexed data based on your search criteria.

d. None of the above.

25. A(n) ____ is also known as a query.

a. index


b. search phrase

c. Boolean operator

d. Web crawler

26. Examples of Boolean operators include the terms ____.

a. NOT, AND, OR


b. NOT, AND, *

c. AND, OR, CATCH

d. OR, TRY, NOT

27. You search the Web using the term health and informatics not education. What result below best matches your search?

a. health network


b. health informatics

c. health informatics educational opportunities

d. informatics and health

28. What does it mean when a Web site is at the top of a search results list?

a. Web crawler HTTP results best match Boolean operators used.


b. The top site paid Google the least amount of money for that ranking.

c. Keywords on that site best matched the search terms used.

d. Either a or c
29. A router is a device that ____.

a. sends traffic from a private network to the Internet


b. sends traffic from the Internet to a private network

c. is utilized only by home networks

d. Both a and b
30. Installing ____ updates is important to securing your operating system from attack.

a. optional


b. crucial

c. critical

d. recommended

31. Antivirus software works by recognizing ____ and stopping those things from causing harm to your computer.

a. files


b. patterns of bad behavior

c. hackers

d. AV software

32. What is the preferred method to use when closing a suspicious Web site popup window?

a. Press Alt + F4


b. Click to close the popup window

c. Shut down the computer

d. Close all browser windows

33. ____ permit(s) or deny a computer the ability to connect to another computer.

a. Antivirus software


b. Firewalls

c. Operating systems

d. Viruses

34. Some experts recommend ____ first party, ____ third party, and ____ session cookies. 

a. accepting, accepting, accepting


b. accepting, rejecting, allowing

c. accepting, allowing, rejecting

d. rejecting, allowing, rejecting

35. A complex password should include at least ____ characters.

a. six


b. nine

c. five

d. eleven

36. ____ permit you to determine who uses your computer

a. Power users


b. User accounts

c. Administrator accounts

d. Complex passwords

37. You receive an e-mail without an attachment. The e-mail subject line reads “Bank login required as soon as possible”. What type of e-mail did you receive?

a. Trojan


b. Virus

c. Phishing

d. Adware

38. One big difference between a virus and a worm is that the virus ____.

a. can replicate itself


b. is not a Trojan horse

c. can ask you to login to your bank account

d. usually cannot replicate itself

39. Macro viruses are usually associated with ____ files.

a. Open Office


b. PDF

c. image

d. Microsoft Office

40. You receive an e-mail with the subject line “Win a prize by forwarding this email” and you decide not to forward this to your friends and family. Why did you take this course of action?

a. Virus


b. Phishing

c. Hoax

d. Trojan

41. Another student informs you that you can purchase a completed research paper online and avoid doing the work yourself. This is an example of ____.

a. copyright infringement


b. plagiarism

c. theft

d. pirating intellectual property

42. Another student informs you that you can purchase software online and avoid paying the full retail price. This is an example of ____.

a. phishing


b. plagiarism

c. theft

d. pirating intellectual property

43. Privacy is to ____ as confidentiality is to ____.

a. medical, online


b. data, people

c. people, data

d. None of the above

44. HIPAA requires that health care providers, insurance companies, and employers ____.

a. abide by privacy and security standards


b. provide employers with medical information required to make hiring decisions

c. store medical records in electronic formats

d. Both a and c
45. One difference between PHRs and EHRs is that PHRs are ____.

a. governed by HIPAA


b. generally maintained by individuals

c. not for online use

d. organized and utilized by medical doctors

46. Patient medical records should be send electronically in a(n) ____ format.

a. zipped


b. encrypted

c. HTTP

d. IP

47. According to HIPAA rules, who can view your medical information without a signed release?

a. Employer


b. Primary care physician

c. Spouse

d. All of the above

48. The hospital reports that a patient arrived at the hospital with a bullet injury. Can the hospital be forced to reveal this patient’s medical records?

a. Yes.


b. No.

c. It depends on where the patient was shot.

d. Only with the presiding doctor’s consent.
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