
Component 4/Unit 2

Discussion Questions with Expected Outcomes
1. Define the Internet and discuss its origins.
Expected Outcomes: “The Internet is a global system of interconnected computer networks that use the standard Internet Protocol Suite (TCP/IP) to serve billions of users worldwide.“ The Internet has its roots in the US Government’s desire to still be able to communicate, even in the event of a nuclear strike. The Internet originally consisted of four servers found on college campuses in the Western USA.
Objective(s): a
Lecture(s)/Slide(s): 1/3-7
2. Define the World Wide Web, its origins, its use of browsers, and its use of Web pages. Why does the Internet need DNS and IP addressing? Differentiate between public and private IP addressing.
Expected Outcomes: The WWW began in 1989 when British scientist Tim Berners-Lee, et al, introduced the first Web browser and HTML coding. Web servers communicate with other hosts via HTTP and send HTML code to browsers so Web pages can be viewed. People can’t remember IP addresses very well, so the use of domain names increases the use of the WWW by the general public, which increases the WWW’s commercial appeal. DNS would not function without DNS servers, who map Internet domain names to public IP addresses.
Objective A
Lecture(s)/Slide(s):1/7-12
3. Name the different methods available to connect to the Internet, along with relationships and hardware needs. Which connection types do you use?
Expected Outcomes: Dialup, broadband, Wi-Fi, satellite, and 3G connection types exist. Consumers need to connect to the Internet through an ISP and generally need some type of router or modem at their home/office to do so. 
Objective B
Lecture(s)/Slide(s): 2/5-7
4. What is a search engine and how do they function? Describe search methods including Boolean operators.
Expected Outcomes: A search engine is a program uses indexes created through the actions of a Web crawler, which searches Web pages for information using an algorithm. Answers should include Boolean operators AND, OR, and NOT.
Objective C
Lecture(s)/Slide(s): 2/12-21
5. What can you do to secure your computer against attack from malicious Internet users?
Expected Outcomes: Install Antivirus software (AV) with current virus definition (pattern) files; apply critical updates immediately; use complex passwords for all online accounts; always log off of personal Web sites and computers; never open e-mail from unknown senders; never use public computer to conduct personal business; never open/save an e-mail attachment unless from trusted sender; utilize non-administrator user accounts; enable a firewall; safely dispose of popup windows.
Objective D
Lecture(s)/Slide(s): 3/7-16
6. Based on what you learned in this unit, list concerns you have that affect your personal privacy. Differentiate between privacy and confidentiality.
Expected Outcomes: Unauthorized access to health records for any purpose, including employment, health care, and other discrimination. Privacy relates to people and confidentiality relates to data. What I tell my doctor is confidential. The fact that I visited my doctor is a private matter.
Objective D
Lecture(s)/Slide(s): 4/8-15
7. List and define three ethical considerations as these relate to the Internet. How do you personally feel about the three items you listed? Do you agree with prevailing law? Why or why not? Would your views change if you were the victim of any of these types of activities?
Expected Outcomes: Piracy of software; plagiarism of published material; theft of data; false information in blogs and other places. Students should use college-level reasoning in their personal responses.
Objective E

Lecture(s)/Slide(s): 3/25 and 4/3-7
8. How is data stored in an EHR? What implications does this present to your personal health information?

Expected Outcomes: Data is stored in databases that are usually accessible from the Internet. If data is not secured properly it may be viewed by not authorized to do so. Also, data may be stolen and used for criminal purposes. Data should be sent electronically in an encrypted format. All of this makes people uneasy about widespread use of EHRs.
Objective E

Lecture(s)/Slide(s): 4/14-15
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